








Regulations and Directives

- All Financial Orgs
- ICT Service Providers
- ICT 3rd Parties

• Implemented: Jan.’23
• Enforcement: Jan.’25

18 highly critical 
and critical sectors

• Introduced in 2020
• Enforcement: Oct.’24

All software products 
& services (by classes)

• In final negotiation
• + 3 years transition
• 21 months for 

vulnerability reporting





Disaster 
Recovery & 
Planning 
Services



Cloud Exit 
Strategy

Exit is Migration
Sizing the challenge

- Exit plan means full-scale 
migration strategy

- Growing complexity makes 
migrations more difficult

- Now: DORA requirement
- Future: Migration agility
- Constant: Your services are 

“migrating” all the time



Cybersecurity Zero-Trust





Security Infrastructure Modern Engineering

Cloud Security, Threat protection and 
Identity and Access Management 
specializations for implementing 
protection across Microsoft Azure and 
deploying Microsoft Threat Protection, 
IDM, Cloud App Security, and Azure 
Sentinel.

Infra & Database Migration and Azure 
VMware Solution specializations for 
migrating infrastructure and databases 
to public and hybrid cloud topologies.

Kubernetes on Azure and Azure DevOps 
with GitHub specializations for helping 
customers design, implement and operate 
modern software engineering pipelines 
and cloud-native applications.

Seriously invested in Microsoft Azure ecosystem



Thank you!
Stay safe and 

be happy
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